Release Notes - CAST Security Dashboard - 1.8.1

On this page:

® Content matrix
® Updates
® SECJAVA-90 - Existing GDPR tile renamed DATA SAFETY

(D Summary: this page describes the new features and bugs that have been fixed in the CAST Security Dashboard 1.8.1.
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Version Summary of content
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® Minor tile update

Updates

SECJAVA-90 - Existing GDPR tile renamed DATA SAFETY

The default tile GDPR has been renamed and now uses a different tag:

CISQ-SECURITY OWASP-2017 DATA SAFETY
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Old Name Old Tag New Name New Tag

GDPR AIP-GDPR ' DATA SAFETY | DATA-SAFETY

The behaviour of the tile has not changed - i.e. the tile displays the number of Violations or Critical Violations in the Application for rules that have the sel
ected tag (i.e DATA-SAFETY). Clicking on this tile navigates to the Risk investigation view with the specific tag selected at the top of the table . "All
Rules" will be selected in the Technical Criteria table and the list of rules displayed will all be tagged with the selected tag:
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